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Established : April 1!, 2018

TPSCo Information Security Basic Policy  Revisea: November 1+ 2024

Tower Partners Semiconductor shall promote company-wide information security
activities in order to maintain our competitive advantage, profitability
and brand awareness by realizing a company which can gain credibility
from customers and in which employees can work with a feeling of security.

1. Development of Regulations
We prepare any necessary internal regulations and perform proper documentation
management.

2. Establishment of Information Security Objectives
We aim to achieve the “TPSCo Information Security Objective” by having each
department set and implement its own information security objectives.

3. Management of Information Assets
We appropriately utilize information, which is our important assets, while ensuring
confidentiality, integrity, and availability.

4. Compliance with Contracts and Laws

We comply with contracts with customers and suppliers, as well as related laws and
regulations.

5. Review of Activities

We review our information security activities in a timely manner and strive for
continuous improvement.

Yoshihisa Nagano

[ ] CEO
I Psco Tower Partners Semiconductor Co., Ltd.
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